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NIST’s Personal Identity Verification Program Testing
Request for Information

This form will guide you in gathering basic information that atsec uses to provide guidance about potential NIST’s Personal Identity Verification Program (NPIVP) testing projects. The questions on this form are not mandatory, but they do help us make the first call more productive. As such, we appreciate you completing as much of the form as you can.
If you have concerns about sharing proprietary information, please contact us to set up an NDA and appropriate transaction security before submitting the form to us.
NPIVP testing focuses on testing physical cards or middleware for compliance with SP 800-73 by using testing software and analyzing the results. For more information about NPIVP testing or the terminology used in this form see: https://csrc.nist.gov/projects/nist-personal-identity-verification-program.
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Legal Company Name: 
State of Incorporation: 
Contact Name: 
Address: 


City: 
State: 
Zip/Postal Code: 
Country: 
Email: 
Phone: 
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The following questions are intended to make you aware of factors that influence the complexity and duration of a NPIVP test.
Have you been through the NPIVP/GSA/FIPS 201 testing and validation process before?
☐ Yes ☐ No 
If “Yes”, specify the product or service: 
Are you familiar with the NPIVP/GSA/FIPS 201 testing and validation process requirements for your product or service?
☐ Yes ☐ No
Did any external organization contribute to developing the security functions of your project?
☐ Yes ☐ No
Will you need FIPS 140-3 testing for this project in the future?
☐ Yes ☐ No
Is the project classified?
☐ Yes ☐ No
Is the project restricted under ITAR regulations?
☐ Yes ☐ No
Is the project classified for export control by BIS (http://www.bis.doc.gov/)?
☐ Yes ☐ No
If “Yes”, specify the ECCN: 
Are there any other export/import requirements applicable?
☐ Yes ☐ No 
If “Yes”, please explain: 
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What is the name of the product you want to have evaluated?

Provide a short summary for this project:

Have you run the Test Runner for PIV Card Applications (https://csrc.nist.gov/Projects/nist-personal-identity-verification-program/software-downloads)? 
☐ Yes ☐ No
Which of the following testing categories are relevant for your product? Select all that apply.
☐ PIV Card 
☐ PIV Middleware
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In the case of a PIV card, has the required vendor test data report (VTDR) been completed (see the PIC card GSA EP approval procedure for VTDR requirements)?
☐ Yes ☐ No
If “No”, indicate the status: 
Is the development of the product that you want to test already completed?
☐ Yes ☐ No
Where is your product developed and tested?

Are there any restrictions on access to the product?

Are there any restrictions on who can work on this product (e.g. citizenship)?
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Do you have any additional comments or questions for us?
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